
Covid–19 is a health crisis like we’ve never seen before. It’s changing the way we live 
our lives and how we run our businesses.

At OPC, we are seeing an increase in attackers targeting people who are working 
from home without adequate security measures in place. In fact, a recent article from 
The Australian stated that malicious phishing email attacks related to the virus have 
increased 667 per cent since the end of February. 

We are offering a range of complimentary services to assist you in securing 
your organisation from these scams during these difficult times and improving 
communication channels with your employees.

Get your free Security Risk Assessment

Working remotely is not as straight forward as jumping on a home computer. You 
must ensure that you have adequate security measures in place to protect your team 
and your business. 

OPC is offering a free Security Risk Assessment to help you manage your security 
risks and implement essential security measures to protect your team and your 
business. 

Register for a free Risk Assessment.
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There has been a 667% 
increase in cyber attacks

What's your defence?

https://opc.com.au/complimentary-services
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Free Six-Month Trial of Microsoft Teams

Microsoft Teams offers integrated messaging, calling and meeting solutions, allowing 
your team to stay connected wherever they are, on any device.

Whether you’re new to remote work, temporarily working from home, or on an 
extended leave, Teams is there to help you be productive from anywhere.

We are offering a free six-month trial of Microsoft Teams.  Contact us today to get 
started.

Dark Web Monitoring and Education Services

Usernames and passwords are connected to critical business applications, which is 
why they are some of the most valuable assets sold illegally on the Dark Web. 

Our software searches the most secretive corners of the internet to identify, analyse 
and proactively monitor for your organisation’s compromised or stolen employee and 
customer data. We can provide you with 24/7 monitoring and alerts and notify you 
immediately if these critical assets are attacked. 

We will also educate your employees by simulating phishing attacks, provide 
security awareness training and more. We can help make your employees the best 
defence your organisation has against cybercrime.

Register for a free trial of these services today.

https://opc.com.au/complimentary-services
https://opc.com.au/complimentary-services
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Other great resources

	» Remote Working Guide 

	» Security in the Cloud with Microsoft 365

	» Tips for working from home with Microsoft Teams

	» ACSC Cyber Security Tips when working from home

OPC IT is a Canberra based company that has been assisting organisations with ICT 
services for over 35 years. We have a team of highly experienced IT professionals 
available to you right now. 

We are committed to supporting your business during these uncertain times.

Visit our website for more information: 
opc.com.au/COVID19 or call 1300 788 616

OPC IT Pty Limited is an ISO 9001 Quality & 27001 

Information Security accredited organisation.

https://opc.com.au/sites/default/files/Remote-Working-Guide.pdf
https://opc.com.au/sites/default/files/Infographic-Microsoft-365-Security-in-the-Cloud.pdf
https://techcommunity.microsoft.com/t5/microsoft-teams-blog/4-tips-for-working-from-home-with-microsoft-teams/ba-p/1202083
https://www.cyber.gov.au/advice/covid-19-cyber-security-tips-when-working-home

